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[bookmark: _Toc5029344][bookmark: _Toc5029727]FIRST CHANGE
4.15.6.x	Set a policy for a future AF session


Figure 4.15.6.x-1: Set a policy for a future AF session
1.	The AF may request that a previously negotiated policy for background data transfer be applied to the UE by invoking the Nnef_ApplyPolicy_Update service operation (AF Identifier, External Identifier, Reference ID). The Reference ID parameter identifies a previously negotiated transfer policy for background data transfer as defined in clause 4.16.7. The NEF assigns a Transaction Reference ID to the Nnef_ApplyPolicy_Create request.
2.	The NEF invokes Nudm_SDM_Get (Identifier Translation, GPSI) to resolve the GPSI (External Identifier) to a SUPI. The NEF consumes Nbsf_Management_Discovery service operation (SUPI) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local configuration. The NEF authorizes the AF request and stores the AF Identifier and the Transaction Reference ID. If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed. 
NOTE:	Based on operator configuration, the NEF may skip authorization. In this case the authorization is performed by the PCF in step 3.
[bookmark: _GoBack]3.	The NEF interacts with the PCF by triggering a Npcf_UEPolicyAuthorization_Create request message and provides the Background Data Transfer Reference ID and SUPI to the PCF.
4.	The PCF determines whether the request is allowed and notifies the NEF if the request is not authorized. If the request is not authorized, NEF responds to the AF in step 5 with a Result value indicating that the authorization failed. If the request is authorized, the PCF may send the policy to the UE as part of a URSP rule as described in clause 6.1.2.4 of TS 23.502 [20].
5.	The NEF sends a Nnef_ApplyPolicy_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not.

SECOND CHANGE
[bookmark: _Toc5029547][bookmark: _Toc5029556]5.2.5.1	General
The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF

	
	Subscribe
	
	AF, NEF

	
	Unsubscribe
	
	AF, NEF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF

	
	Unsubscribe
	
	

	
	Notify
	
	

	Npcf_UEPolicyAuthorization
	Create
	Request/Response
	AF, NEF



THIRD CHANGE
5.2.5.3.x	Npcf_UEPolicyAuthorization_Create service operation
Service operation name: Npcf_UEPolicyAuthorization_Create
Description: Authorize the request and send the policy to the UE as part of a URSP rule.
Inputs, Required: SUPI, Background Data Transfer Reference ID.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.

FOURTH CHANGE
[bookmark: _Toc5029585]5.2.6.1	General
The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	SMF

	
	Trigger
	Trigger
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF, SMF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request / Response
	AF

	Nnef_ApplyPolicy
	Update
	Request / Response
	AF



FIFTH CHANGE
[bookmark: _Toc5029621]5.2.6.8.x	Nnef_ApplyPolicy_Update service operation
Service operation name: Nnef_ApplyPolicy Create
Description: The consumer requests to apply a policy to the UE.
Inputs (required): External Identifier, Reference ID for a previously negotiated policy of a background data transfer.
Inputs (optional): None.
Outputs (required): Transaction Reference ID, result.
Output (optional): None.
SIXTH CHANGE
5.2.13.2.2	Nbsf_Management_Register service operation
Service Operation name: Nbsf_Management_Register.
Description: Registers the tuple (UE address(es), SUPI, GPSI, DNN, DN information (e.g. S-NSSAI), PCF id) or registers the tuple (SUPI, PCF id).
Inputs, Required: UE address(es), PCF id
UE address can contain IP address/prefix or Ethernet address as defined in TS 23.501 [2]. It can optionaly refer to Frame Routes.
Frame Routes are defined in Table 5.2.3.3.1-1.
Inputs, Optional: UE address(es), DNN, SUPI, GPSI, DN information (e.g. S-NSSAI)
UE address can contain IP address/prefix or Ethernet address as defined in TS 23.501 [2]. It can optionally refer to Frame Routes.
Frame Routes are defined in Table 5.2.3.3.1-1.
Outputs, Required: Result indication.
Outputs, Optional: None.
SEVENTH CHANGE
[bookmark: _Toc5029728]5.2.13.2.3	Nbsf_Management_Deregister service operation
Service Operation name: Nbsf_Management_Deregister
Description: Removes the tuple (UE address(es), SUPI, GPSI, DNN, DN information (e.g. S-NSSAI), PCF id) or removes the tuple (SUPI, PCF id).
Inputs, Required: None.UE address(es)
UE address can contain IP address/prefix or Ethernet address as defined in TS 23.501 [2].
Inputs, Optional: UE address(es), DNN, SUPI, GPSI, DN information (e.g. S-NSSAI)
UE address can contain IP address/prefix or Ethernet address as defined in TS 23.501 [2].
Outputs, Required: Result indication.
Outputs, Optional: None.
EIGHTH CHANGE
[bookmark: _Toc5029729]5.2.13.2.4	Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery
Description: Discovers the PCF selected for the tuple (UE IP address(es), SUPI, GPSI, DNN, DN information (e.g. S-NSSAI)) or discovers the PCF that is serving the UE for AM policies.
Inputs, Required: None. UE IP address, DNN [Conditional], DN information (e.g. S-NSSAI) [Conditional]
Inputs, Optional: SUPI, GPSI, UE IP address, DNN [Conditional], DN information (e.g. S-NSSAI) [Conditional]
Outputs, Required: PCF id
Outputs, Optional: None.
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